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TRITON® AP-ENDPOINT DLP,   
TRITON® AP-DATA & MODULES

TRITON® 
AP-DATA 

DISCOVER*

TRITON® 
AP-DATA 
GATEWAY

TRITON® 
AP-ENDPOINT 

DLP

ACE (Advanced Classification Engine) X

Behavioral File Sandboxing                              X

URL Sandboxing X

Scan and Remediate
Supports network and cloud resources, such as Office 365 and  Box Enterprise. Endpoint scanning 
is available with AP-ENDPOINT, sold separately.

X w/Discover

OCR (Optical Character Recognition)             
Extract text within images for policy violation assessment.

X X

Drip DLP
Detect small amounts of data theft over extended periods of time.

X X

Enterprise-Class DLP Capabilities  
Includes advanced fingerprinting and machine learning.

X X X

Custom-Encrypted Upload Detection  
Identify the use of encryption methods designed to evade DLP analysis.

X X X

Password File Data Theft Detection    
Coordinate with the network to detect the illegitimate transmission of user credentials.

X X X

MAC OS X and Windows Endpoints X

USB Security
Monitor, block, or force encryption of data sent to USB storage.

X

Application Data Controls
(ie. cut, paste, copy, screen capture)

X

TRITON Unified Security Center 
Unified policies, dashboards, reports and more reduce the time  and expertise required  
to achieve results.

X X X

*Add the Image Analysis Module for Explicit Image Detection. Accurately identify explicit images to enforce acceptable use policies and compliance.


